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Priority: HIGH  Title: Major Release  
 
Release Versions:    PowerPoint Add-In: 2.4.0.3 
 Excel Add-In: PowerPoint Add-In: 2.4.0.3 
 Word Add-In: PowerPoint Add-In: 2.4.0.3 
  
 Date: 03/12/2024 

Changes to existing features 
• There was a version 2.3.0.0 given to specific customers to see whether the bug fixes for SFN-

12021 and SFN-12050 fixed their issues. (It was later found not to have done so). 
• Version 2.3.1.0 incorporates those two bug fixes and also the fix for bug SFN-12090. 
• Version 2.3.2.0 further fixes SFN-12119 in the PowerPoint Add In. 

 

Fixed issues 
ID Software Issue Security Level 

SFN-12119 Add-Ins 

PowerPoint Add In reports "Shape (unknown 
member) : Invalid request. To select a shape, its view 
must be active" 

 

SFN-12021 Add-Ins 
PowerPoint VSTO Add In errors involving "Reading 
View"  

SFN-12050 Add-Ins 

Microsoft Office sfn Image refresher VSTO Add Ins fail 
saying that another process has access to temporary 
image file 

 

SFN-12090 Add-Ins 

Add Ins don't refresh images when logical not symbol 
in dimension selection of URL (Microsoft Office VSTO 
Add Ins) 

 

SFN-12141 Add-Ins 
Error with new Office VSTO Add In credentials 
dialogue - unsaved changes in list  

SFN-12142 Add-Ins 

Error with new Office VSTO Add In - Cancellation 
message remains on screen when WebApp is not 
running (404 msg) 

 

SFN-12143 Add-Ins 

Error with new Office VSTO Add In - Cancellation 
message remains on screen when connection dialog 
cancelled 

 

SFN-12145 Add-Ins 
Error with new Office VSTO Add In - Refresh tab/menu 
does not appear when using Word  

SFN-12148 Add-Ins 

Valid URLs for a new registered server URL not 
restricted to having either no URL parameters after 
the path, or only a dbName URL parameter 
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Vulnerabilities Resolved / Security Fixes 
ID  Software Issue Security Level 
SFN-12133 Microsoft 

Add-Ins 
Add Ins use credentials for all 
apparent sfn Image URLs in Picture 
hyperlinks 
 

HIGH 

SFN-12134 Microsoft 
Add-Ins 

Add Ins do not restrict sfn servers 
to a whitelist of URLs 

HIGH 
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